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Abstract of the contribution: This contribution analyses scenarios where ATSSS is not supported by the serving AMF and how to address the issues that come up in those scenarios.
Introduction
At previous SA2 meetings the topic on how to handle scenarios where the UE requests an MA PDU session and the network (or part of the network) does not support ATSSS. 
One particular scenario has been brought up as problematic:

· UE is roaming with two separate VPLMNs in 3GPP access and non-3GPP access (VPLMN1 and VPLMN2, respectively). VPLMN1 supports ATSSS while VPLMN2 does not. 

· UE registers in VPLMN1 and requests establishment of a (new) home-routed MA PDU Session. It is accepted by the SMF in the HPLMN. A MA PDU Session is thus established via VPLMN1.

· UE registers in VPLMN2 and requests to add a UP leg via VPLMN2. The AMF in VPLMN2 does not support ATSSS and will thus not understand the Request Type = “MA PDU request”. Instead the AMF interprets it as “initial request”, selects a potentially different SMF and sends the PDU Session Establishment request to that SMF. A new Single Access (SA) PDU Session is established via VPLMN2, with the same PDU Session ID as the MA PDU Session. 
This scenario will thus cause issues with colliding PDU Session IDs. The UE also gets a new SA PDU Session via VPLMN2 instead of adding a UP leg to the existing MA PDU Session.
Discussion

There are more scenarios than the one described above, depending on whether the AMF and/or SMF support ATSSS or not. The tables below summarize the different cases that may appear. 
Table 1 analyses the establishment of a new MA PDU Session, and Table 2 analyses the addition of an access to an existing MA PDU Session. The scenario mentioned above is captured in case N3 (table 1) + A1 (table 2).

Establishment of new MA PDU Session in first access

Table 1: Establishment of new MA PDU Session in first access

	 Scenario
	UE sends NAS message (PDU Session Establishment request, Request type = “MA PDU Request”) to create a new MA PDU Session

	
	AMF does not support ATSSS
	AMF supports ATSSS

	
	SMF does not support ATSSS
	SMF supports ATSSS
	SMF supports ATSSS*

	Case
	N1
	N2
	N3

	Request Type
	AMF interprets Request Type as ”initial access”
	AMF interprets Request Type as ”initial access”
	AMF understands Request Type ”MA PDU Request”

	SMF selection
	AMF happens to select SMF not supporting ATSSS
	AMF happens to select SMF supporting ATSSS
	AMF selects SMF supporting ATSSS

	AMF indicates to SMF
	As per rel-15
	As per rel-15
	- MA PDU Request

- AMF support of ATSSS

	SMF interpretation
	SMF interprets PDU Session Establishment Request as a SA PDU Session request
	SMF could see that AMF does not support ATSSS (based on Supported Features IE sent by AMF to SMF). SMF can also see a mismatch between ATSSS capability and that neither ”MA PDU Request” nor ”Upgrade” included
	SMF interprets PDU Session Establishment Request as a MA PDU Session request

	SMF action
	Accept as SA PDU Session
	SMF may reject (since AMF does not support ATSSS) or accept as SA PDU Session
	Accept as MA PDU Session

	End-result
	SA PDU Session
	Reject, or SA PDU Session
	MA PDU Session

	Is it a problem?
	To be discussed
Is it a problem for the UE to request MA but get SA?
	To be discussed
Reject: Rejection never nice. New cause code may be needed?
Accept as SA: Is it a problem for the UE to request MA but get SA?
	No


*) The case with an AMF supporting ATSSS not finding an SMF supporting ATSSS is not included, as it could be seen as a general error case of not finding a SMF for the PDU Session.
Observation 1: As can be seen in Table 1, there are scenarios (N1 and possibly N2) where the UE requests a MA PDU Session but the network, not supporting ATSSS, will accept it as a SA PDU Session. 
Adding a second access to an existing MA PDU Session

Table 2: Adding a second access to an existing MA PDU Session
	Scenario
	UE sends NAS message (PDU Session Establishment request, Request type = “MA PDU Request”) to add an access to an existing MA PDU Session

	
	AMF does not support ATSSS
	AMF supports ATSSS

	
	New SMF selected, not supporting ATSSS
	New SMF selected, supporting ATSSS
	Existing SMF selected, supporting ATSSS
	Existing SMF selected, supporting ATSSS*

	Case
	A1
	A2
	A3
	A4

	Request Type
	AMF interprets Request Type as ”initial access”
	AMF interprets Request Type as ”initial access”
	AMF interprets Request Type as ”initial access”
	AMF understands Request Type ”MA PDU Request”

	SMF selection
	AMF happens to select new SMF not supporting ATSSS
	AMF happens to select new SMF supporting ATSSS
	AMF happens to select same SMF as used for the MA PDU Session
	AMF select same SMF as was used for establishing the new PDU Session

	AMF indicates to SMF
	As per rel-15
	As per rel-15
	As per rel-15
	- AMF support of ATSSS

	SMF interpretation
	SMF interprets PDU Session Establishment Request as a SA PDU Session request
	SMF could see that AMF does not support ATSSS (based on Supported Features IE sent by AMF to SMF). 
SMF can also see a mismatch between UE ATSSS capability and that neither ”MA PDU Request” nor ”Upgrade” included
	SMF could see that AMF does not support ATSSS. 
SMF can also detect a clash of PDU Session ID for new SA PDU and existing MA PDU.
An rel-15 SMF will, according to stage 3, release the old PDU Session if a clash in SM context is detected. Question is how to handle this case?

	SMF interprets PDU Session Establishment Request as request to add an access

	SMF action
	Accept as SA PDU Session
	SMF may reject (since AMF does not support ATSSS) or accept as SA PDU Session. 
	SMF may reject (since UE wants to add an access and AMF does not support ATSSS).

Or SMF releases existing MA PDU Session (as per rel-15)? 
	Accept addition of access

	End-result
	SA PDU Session
	Reject, or accept SA PDU Session?
	Reject?
	MA PDU Session

	Is it a problem?
	Yes. Clash of PDU Session ID, and UE does not get what it requests
	To be discussed
	To be discussed
	No


*) The case with an AMF supporting ATSSS not finding the existing SMF is not included, as it could be seen as a general error case.

Observation 2: There are scenarios (A1) where UE requests to add an access to an existing MA PDU Session, but network establishes a new SA PDU Session instead (with same PDU Session ID). This results in PDU Session conflicts, and misalignment between UE and network.
Observation 3: There are scenarios (A2, A3) where the SMF may reject the UE requests to add an access to an existing MA PDU Session since AMF does not support ATSSS
Solution alternatives
A solution to the problem described in Observation 2, and possibly Observation 3, is needed. 

Several options are possible, some of which were briefly discussed at SA2#136: 

-
Solution 1 – NW enforces the uniqueness of PDU Session ID: Let the network (SMF, UDM) discover clashes in PDU Session ID and either release the old PDU Session or reject the new PDU Session, to ensure that there is always only a single PDU Session with a given PDU Session ID. It is however generally a problem to always reject the new PDU Session since the old PDU Session may in fact be a stale resource in the network, not available in the UE, and by consistently rejecting the new PDU Session request, the UE is basically prevented from creating a PDU Session. Releasing the old PDU Session may also not be desired since it negatively impacts the ongoing applications and the user experience.
-
Solution 2 – NAS protocol update: Modify NAS stage 3 so that the “MA PDU request” can be sent in a separate IE from the Request Type. This would ensure that the AMF will always select the existing SMF serving the MA PDU Session when the UE wants to add an access and would prevent case A1 and A2 above. It would however not help to address N1 and N2. 
-
Solution 3 – AMF informs UE about its capability to support ATSSS: The AMF can indicate via the “5GS network feature support” IE in the NAS Registration Accept that it supports ATSSS. This allows the UE to only provide Request Type = “MA PDU request” in case AMF has indicated support. This enables a solution to avoid most issues above, i.e. for N1, N2, A1 and A2. The solution may however not prevent all error cases, since e.g. even if AMF indicates that it is ATSSS capable, there is no guarantee that an ATSSS capable SMF can be found in home routed roaming cases. This is however not different from other network capabilities announces by AMF, such as support for CIoT optimizations etc. 
Proposal

It is proposed to go with solution 3 since it is the solution that avoids most problems described in Observation 2 and 3 above. See proposal in S2-2000342. Solution 2 would however also be acceptable, as it addresses the most problematic issues, i.e. cases A1 and A2. 
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